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12 reasons why you should now upgrade to the new SonicWALL SRA SSL-VPN generation! 

SRA Series (SMB SSL-VPN) 



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   

12 reasons to upgrade 

1 

High availability for SRA 4200 

9  

IPv6 support 

5  

Reverse proxy:  

Outlook Webaccess 2010 Support 

 

2 

Citrix (ICA) support – XEN 5.0 

10 

Web Application Firewall 

6  

Virtual Assist: remote support for PCs and 

laptops 

 

3  

NetExtender support for Android and 64-

bit Linux operating systems 

11  

Load Balancing 

7  

Virtual Access: remote access to 

unattended Windows-based computers 

4  

Graphical usage monitoring  

12 

Remote application support 

 

8  

RSA support 



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

New SonicWALL SRA SSL VPN USPs 

1  High availability for SRA 4200. Two SRA 4200 appliances can be clustered (version 5.0 and later). 

2  All new appliances support Citrix® (ICA). 

3  NetExtender-enabled access for computers and devices running Android and 64-bit Linux with Version 5.0 and later. 

4  Remote access can be graphically monitored with all new appliances. 

5  Version 5.0 and later applies reverse proxy analysis to support Outlook® Web App 2010. 

6  Virtual Assist
1
 enables remote technical support for all desktops and laptops. 

7  Virtual Access
1
 gives authorized users remote access to their unattended computers. 

8  RSA® is supported by all new appliances. 

9  IPv6 is also supported by new appliances.  

10  The Web Application Firewall
1
 protects Web applications (including SSL-VPN portals) from Web-based attacks.  

11  Load balancing distributes requests across multiple Web servers. 

12  Remote application support means that applications hosted on remote terminal servers can be accessed. 

 

 

 

 

 

 

 

 

 

Notes: 

1  Additional licenses are required for these features and are subject to a charge. 



 
 

 What is the most cost-effective way to migrate to the new SRA SSL-VPN generation? 

The most cost-effective way for you to migrate to the new SRA SSL VPN generation is to trade in your existing SonicWALL SMB SSL-VPN 

appliance with our Secure Upgrade program. It includes the new SRA SSL-VPN appliances (new hardware), as well as 24x7 support for either 

two or three years. 

 

If you already have a support agreement, this will automatically be transferred to the new appliance. Once your new hardware has been 

activated, you can simply dispose of your old appliance; you do not have to return it to SonicWALL. 

 

If you purchase any other SonicWALL solutions at the same time, you will be eligible to the SonicWALL Customer Loyalty Bundle Program. 

Eligible legacy SSL VPN appliances Replacement products 

SSL VPN 2000, SSL VPN 4000  SRA 4200 

SSL VPN 200 SRA 1200 

 

For details on the Secure Upgrade Program, please visit: http://www.sonicwall.com/emea/2243.html  

To test the SonicWALL solutions online, go to: http://livedemo.sonicwall.com  

http://www.sonicwall.com/emea/2243.html
http://livedemo.sonicwall.com/

