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DIGIPASS: client e-signature software
DIGIPASS combines a complete set of e-signature and user authentication functionality 
on a wide variety of platforms

DIGIPASS is the client component (or element) of the «Full Option All Terrain Authentication» product strategy. Today the DIGIPASS 
product suite consists of three distinct groups: DIGIPASS Software, DIGIPASS Hardware and DIGIPASS Reader.

DIGIPASS

DIGIPASS hardware 	

DIGIPASS Go 1 	 DIGIPASS 110

• One button device
• Pin protected (Software)
• Time and Event based One Time Password
• Optionally software E-signature

• zero-footprint
• plug and authenticate
• one-time password and E-signature
• PIN protected (software)
• no driver, no software installation
• very convenient size

DIGIPASS Go 3 DIGIPASS 250

• One button device
• Pin protected (Software)
• Small, light and convenient
• Time and Event based One Time Password
• Optionally software E-signature
• 3DES - AES

• Keypad hardware device
• Pin protected (local device verification)
• Up to 3 different applications
• E-signature and One Time Password

DIGIPASS Go 5 DIGIPASS 260

• One button device
• Pin protected (Software)
• Time and Event based One Time Password
• Optionally software E-signature

• Keypad hardware device
• Pin protected (local device verification)
• Up to 3 different applications
• E-signature and One Time Password
• Scratch resistant customization
• 3DES - AES

DIGIPASS Go 6 	 DIGIPASS 270

• One button device
• Pin protected (Software)
• Time and Event based One Time Password
• Optionally software based E-signature
• 3DES - AES

• Keypad hardware device
• Fits in the wallet
• PIN protected (local device verification)
• Up to 3 different applications
• E-signature and one-time password
• Waterproof

DIGIPASS 300 CV DIGIPASS 300

• Voice enabled keypad hardware device
• Pin protected (local device verification)
• Up to 3 different applications
• Multi- language support
• E-signature and One Time Password

• Keypad hardware device
• Pin protected (local device verification)
• Up to 3 different applications
• E-signature and One Time Password

 
NEW

 
NEW

DIGIPASS software

DIGIPASS for web DIGIPASS for Mobile Phone

• Fully Browser based
• No client software installation, no hardware deployment
• Virtual keypad
• Multi-factor authentication
• E-signature and One Time Password

• Java based
• E-signature and One Time Password
• On-line activation
• No need for additional hardware as already
	 deployed phone or Blackberry is used
• No need for network coverage to use it

Virtual DIGIPASS

• Server based authentication
• No client software installation
• One Time Password
• Server based E-signature
• No need for additional hardware deployment



VACMAN®, IDENTIKEY®, aXs GUARD®, and DIGIPASS®  are registered trademarks of VASCO Data Security. All trademarks or trade names are the property of their respective owners. 
VASCO reserves the right to make changes to specifications at any time and without notice. The information furnished by VASCO in this document is believed to be accurate and reliable. 
However, VASCO may not be held liable for its use, nor for infringement of patents or other rights of third parties resulting from its use. © 2008 VASCO. All rights reserved.
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DIGIPASS reader

VASCO designs, develops, markets and supports patented DIGIPASS®, DIGIPASS PLUS®, VACMAN®, IDENTIKEY® and aXs GUARD® authentication products 
for the financial world, remote access, e-business and e-commerce. With tens of millions of products sold, VASCO has established itself as the world leader 
in Strong User Authentication for e-Banking and Enterprise Security for blue-chip corporations and governments worldwide.

About VASCO

DIGIPASS

DIGIPASS 815 DIGIPASS 850

•	 Unconnected  keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

•	 Connected and Unconnected keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password
•	 Local PIN entry

DIGIPASS 800 DIGIPASS 820

•	 Unconnected  keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

•	 Unconnected  keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

DIGIPASS 805 DIGIPASS 905

•	 Unconnected one button reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

•	 Transparent USB reader
•	 No client software installation
•	 Software based E-signature and One Time Password
•	 PC/SC compliant
•	 Convenient docking station for desktop use

DIGIPASS 810 DIGIPASS 840 CV

•	 Unconnected keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

•	 Voice enabled keypad reader
•	 Fully customizable (hardware and software)
•	 Smart card based
•	 Multiple applications
•	 E-signature and One Time Password

DIGIPASS 550 DIGIPASS 585

•	 Keypad hardware device
•	 Pin protected (local device verification)
•	 4 x 2 different applications (I & S button)
•	 4 user interface language support
•	 Alternative character sets (Spanish, ...)
•	 Alpha-numeric input
•	 E-signature and One Time Password

•	 Keypad hardware device + one button touch
•	 Pin protected (local device verification)
•	 4 x 2 different applications (I & S button)
•	 4 user interface language support
•	 High resolution character sets (Asian, ...)
•	 Alpha-numeric input
•	 E-signature and One Time Password

DIGIPASS 560 DIGIPASS 700

•	 Keypad hardware device
•	 Pin protected (local device verification)
•	 4 x 2 different applications (I & S button)
•	 4 user interface language support
•	 Alternative character sets (Spanish, ...)
•	 Alpha-numeric input
•	 E-signature and One Time Password

•	 Keypad hardware device
•	 Pin protected (local device verification)
•	 up to 8 different applications 
•	 offers sophisticated strong authentication 
	 services with extended digital signature capability 
•	 E-signature and One Time Password

DIGIPASS 580 DIGIPASS 860

•	 Keypad hardware device
•	 Pin protected (local device verification)
•	 4 x 2 different applications (I & S button)
•	 4 user interface language support
•	 High resolution character sets (Asian, ...)
•	 Alpha-numeric input
•	 E-signature and One Time Password

•	 Hybrid product (One button device + USB PKI token)
•	 Unconnected = GO 3/Connected - Full PKI Ready
•	 Optionally flash memory
•	 One Time Password
•	 ITSEC and FIPS certified
•	 PK/CS#11, MS-CAPI support


