
It protects all your endpoints, from 

Windows and Mac to mobile devices, 

against threats like ransomware, data 

breaches and 0-day attacks, without 

requiring significant maintenance or 

management overhead. 

Protection Service for Business is the 

only unified multi-endpoint security 

solution that comes with integrated 

Patch Management.

We are proven to provide superior and 

more consistent protection than our 

competitors, as verified by independent 

security experts. Thanks to our pioneering 

security technologies, such as real-

time threat intelligence and advanced 

machine learning algorithms, we are 

always one step ahead of the attackers.

CONFIDENCE 
THROUGH  
SECURITY

Protection Service for 
Business is the best,  
most comprehensive 
endpoint protection 
package on the market, 
designed from the 
ground up to solve your 
challenging business 
security needs.
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Protection Service for Business provides powerful and modern security for your 

Mac* and Windows endpoints. With tools like Patch Management and real-time 

threat intelligence provided through the F-Secure Security Cloud, your security rises 

to a whole new level. F-Secure Computer Protection for Windows comes in two 

versions: Premium and Standard.

Supported OS: Windows 7, 8, 8.1, 10  l  macOS 10.12, 10.13, 10.14

COMPUTER PROTECTION

ADVANCED ANTI-MALWARE
Provides multi-engine detection capabilities. 

Offers better security than traditional solutions, 

without being reliant on a single technology.

DEEPGUARD
Offers proactive protection against 0-day 

malware and exploits through the use of heuristic 

and behavioral analysis.

DATAGUARD**
Provides additional detection capabilities against 

ransomware, and prevents destruction and 

tampering of data.

FIREWALL
F-Secure Firewall uses default Windows engine 

to execute firewall rules, based on extensive list 

of advanced rules created by our penetration 

testers.

SECURITY CLOUD
Our threat analysis and response systems provide 

our clients with real-time threat intelligence, 

allowing them to identify and respond to new 

threats as they emerge.

DEVICE CONTROL
Enables control over USB-based devices, preventing 

data loss and malware infections via them.

PATCH MANAGEMENT
Blocks up to 80% of attacks by automatically 

patching Windows and 3rd party software 

vulnerabilities. Includes options for exclusions 

and manual updates.

WEB PROTECTION
Prevents access to malicious and phishing sites, 

blocks malicious scripts and content and provides 

elevated protection for business critical web activity.

APPLICATION CONTROL**
Blocks execution of applications and scripts 

according to rules created by our penetration 

testers, or as defined by the admin.

*AVAILABLE FEATURES VARY BY OPERATING PLATFORM  
**AVAILABLE IN COMPUTER PROTECTION PREMIUM


